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At the Massachusetts Institute of Technology Libraries, a group of people are trying to solve the problem of how to preserve digital archives that will most likely be inaccessible within 20 years.  The solution is project DSpace that was created in collaboration with Hewlett-Packard Co., in Palo Alto, California in 2000.  It is an open-source software application that accepts digital materials and makes them available on the Web.  It is written in java and runs on any computer platform.  Each archive is divided into communities that correspond to a laboratory, research center, or department.  Each community then has groupings of related content.  Besides publishing them on the Web, DSpace also puts them into a data management regime that helps preserve them for years down the line.


There is a vast amount of digital information out there that needs to be stored and protected so that future researchers, executives, and public officials can have access to them.  These digital documents are at risk of one day being completely lost or inaccessible because of bit rot.  Bit rot is “the well-documented degradation of data on magnetic storage media due to physical factors, such as alpha particles emitted from computer chips.”
  Being able to preserve these documents is only part of the problem, the second part consists or being able to read, play, or watch them when needed.  There are also legal issues that have to be dealt with such as guaranteeing that certain records haven’t been altered by people or computer malfunctions.  


DSpace has a growing group of committed programmers around the world that constantly maintain and improve it.  Creating a digital archive that will last for centuries depends on both technology and administrative skills and policies.  The idea is that if you want to be able to read a document hundreds years later, the chances are you won’t mind the style, font or color of the original document, as long as the content has not been modified.  With this in mind, a simple strategy could be implemented; keep copying files into newer formats that can be interpreted without any substantial changes by modern software, also known as bit migration  Digital signatures are also added to ensure authenticity.  

If a researcher of an institution wanted to add a new article to DSpace, the process is simple.  First, the institution decides on the data format it will support.  The key is save the bits using standard formats such as XML, MPEG, PDF, and TIFF. The user then answers questions about the nature of the document as well as chooses which search engines will find the article.  DSpace checks for format validity, that it is virus free and that it is not encrypted.  The final step is for the user to agree to the license that grants DSpace the right to store, preserve, and redistribute the article.  The license also gives other researchers the right to include the article as a part of their course readings or quote them in their own writings. 

In a few cases, it is not guaranteed that the data will be saved forever.  An example would be “a compiled software program written in a custom-built programming language for which neither the language documentation nor the compiler has survived.”
  Another example would be “a Hollywood movie created with state-of-the-art encryption to prevent piracy, for which the decryption keys were lost.”
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